Firewall Protection
When Transmission Stalls at 0% After ETHERNET Connection in TOP Design Studio

If project transmission stops at 0% after connecting via Ethernet, it may be caused by Windows Firewall settings.

(For more details, refer to Microsoft documentation on Allowing an App through Windows Firewall.)

Steps to Allow tdstransmitter in Windows Firewall (Windows 10 Example)
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[Figure 1. Transmission Stuck at 0% After Project Build]

1. Open [Control Panel] - [System and Security].
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[Figure 2. Control Panel]




2. Click [Allow an app through Windows Firewall].
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[Figure 3. Allow an app through Windows Firewall]

3. Click [Change settings].
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[Figure 4. Change settings]
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4. Find [tdstransmitter] in the list and check all boxes (Private and Public), click OK, and then return to TOP Design
Studio to perform [Full Build & Transfer] again.
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[Figure 5. Check tdstransmitter]




If [tdstransmitter] Is Not Listed
1. Click [Allow another app].
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2. Click [Browse].
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[Figure 6. Allow another app]

Add an app =

Select the app you want to add, or click Browse to find one that is not
listed, and then click OK.
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[Figure 7. Browse]




3. Enter [TDSTransmitter.exe] in the file name field and click [Open].

v O

Date modified
8/20/2025 11:37 AM

8/20/2025 11:37 AM
8/22/2025 10:20 AM
8/20/2025 11:37 AM
8/20/2025 11:37 AM
8/20/2025 11:37 AM
8/13/2025 2:30 PM
8/13/2025 2:30 PM
8/13/2025 2:51 PM
3/13/2024 9:07 AM
8/13/2025 11:47 AM
8/13/2025 2:31 PM

‘ Browse
T « M2l Corp > TOP Design Studio (1.4.13.21) >
Organize ~ MNew folder

~ ~

= This PC Name
Resource
_ 3D Objects SCADA
I Desktop Temp
Documents usb_driver
¥ Downloads Userlibrary
D Music VNC
& Pictures HydraScriptChecker
B videos RecoveryDiskMaker
TDSSimulat
% Local Disk (C) 3 TOSSimulator
@ TDSTransmitter
DNA (D) - )
8% TOP Design Studio (1.4.13.21)
& Software (W192. TOPRPSetting
=~ ShareFolder ({\1 o ¢
File name: |TDSTransmitter‘exe|

e ‘

[Figure 8. Open TDSTransmitter.exe]

4. Confirm [tdstransmitter.exe], click Add, and then proceed as in Step 4 above.
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[Figure 9. Add TDSTransmitter.exe]
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This way, the firewall exception is properly registered, and the transfer should proceed beyond 0%.




